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1.
Introduction  

1.
Electronic commerce in the FTAA negotiations: composition, functions and extension of the Committee. 

[to be prepared by the committee chair]

2.
Analysis of electronic commerce in the hemisphere: challenges and opportunities. 

The challenges and opportunities of electronic commerce in the hemisphere are: 

a)
Strengthening the information infrastructure 

· Access and reliability of the network: provide universal access at reasonable cost to a reliable information infrastructure in all countries of the hemisphere. 

· Technical standards and regulation: achieve the interconnection and interoperability of all telecommunications networks and services. 

b)
Increase participation 

· Governments as model users: stimulate the use of electronic commerce between private individuals based on use by governments; increase efficiency and transparency in the civil service and in the supply of public goods and services by use of the Internet; and increase efficiency in the acquisition of goods and services by public entities. 

· Implications for small economies: generate a context of public policies which maximizes the benefits of electronic commerce without compromising the legitimate objectives of public policy; and develop the physical infrastructure of telecommunications and of human resources. 

· Implications for the SMEs: disseminate opportunities offered by electronic commerce; disseminate technological options available to reduce the costs of access to electronic commerce; access to the infrastructure for electronic commerce and training of human resources; access to new markets; and integration of productive chains to enhance communication between businesses by use of IT. 

· Intra-company users (company to company): foster coordination between businesses in an effort to efficiently integrate productive chains through the use of electronic commerce; and creation of businesses that facilitate activities related to electronic commerce. 

· Training and dissemination: train workers in the use of information technologies (IT); develop IT professionals; and disseminate the benefits of the use of IT in society. 

c)
Define the rules of the market 

· WTO agreements: ensure that the international trade rules consider the new reality of electronic commerce. 

· Protection of intellectual property: guarantee protection of copyright and related rights, and trademarks in the electronic environment. 

· Collection of taxes and electronic payments: understand the tax implications of the new technologies; offer the same tax treatment for electronic commerce as for conventional commercial activities; design technological solutions that facilitate tax administration and compliance with obligations by taxpayers; and generate reliable, secure and accessible electronic payment systems. 

· Legislation on contracts: establish a clear and adequate legal framework that fosters electronic commerce, taking into consideration the different legal systems on the continent; and find solutions to the problem of jurisdiction. 

d)
Increase consumer confidence. 

· Protection of privacy: guarantee effective protection of the privacy and personal data of users of electronic commerce by developing approaches and technologies, and international cooperation. 

· Consumer protection: establish schemes to solve cross-border problems in relation to consumer protection; guarantee the same degree of consumer protection for commercial operations through the Internet as for those by conventional means; and develop approaches and technologies among government, private sector and consumers to protect the latter without inhibiting the growth of electronic commerce. 

· Authentication and electronic signatures: develop approaches for recognition and certification of electronic signatures, taking into account the level of technological development and the different legal systems of the countries. 

· Security and reliability: permit businesses and consumers access to cryptographic equipment and software suitable for their needs; and balance the needs of security and reliability for electronic transmissions with justice and national security. 

II.
Recommendations 

1.
Expansion of the benefits of electronic commerce in the Western Hemisphere. 

a)
Strengthen the information infrastructure 

· Access and reliability of the network: promote economic competition in the telecommunications market. 

· Technical standards and regulation: promote the compatibility / harmonization / convergence of technical standards to guarantee connection and interoperability of telecommunications networks and services. 

b)
Increase participation 

· Governments as user models: promote the use of electronic commerce by governments. 

· Implications for small economies: promote access to the Internet by the smaller economies; and develop the infrastructure necessary for electronic commerce. 

· Implications for SMEs: promote the acquisition of IT infrastructure in the SMEs; and disseminate the concrete benefits of electronic commerce for SMEs through the FTAA governments. 

· Intra-company users (company to company): promote coordination between companies; and enhance efficiency by integration of businesses. 

· Training and dissemination: foster training of workers in the new tools of electronic commerce; foster development of professionals in information technologies; and foster greater dissemination of the medium among the population. 

c)
Define the rules of the market 

· WTO agreements: participate in the work of the WTO on electronic commerce.

· Protection of intellectual property: participate in the work of the WTO and the WIPO on intellectual property and electronic commerce. 

· Collection of taxes and electronic payments: maintain tax neutrality between traditional and electronic commerce; and ensure the interoperability of electronic payment systems by fostering open standards. 

· Legislation on contracts: foster a legal framework suitable for electronic commerce in conformity with the legal system of each country. 

d)
Increase consumer confidence. 

· Protection of privacy: foster cooperation schemes among governments and businesses to promote adequate levels of protection of privacy. 

· Consumer protection: seek adequate practices for consumer protection; and seek schemes that permit cross-border protection of consumers. 

· Authentication and electronic signatures: promote the search for national solutions to the adaptation of the legal framework for legal recognition and authentication of electronic signatures. 

· Security and reliability: foster development by the private sector of technological solutions that enhance security in the network; and recognize the importance of the elimination of restrictions on export of cryptographic software. 

2.
Treatment of electronic commerce in the context of the FTAA negotiations. 

The issue of electronic commerce should be treated separately in the FTAA. The mandate of the Joint Government-Private Sector Committee on Electronic Commerce should be extended for one year in order to continue the work, focusing on those aspects where it is considered that the perspective of the FTAA should be deepened, in accordance with the annexed work plan (infra). 

3.
Future work of the Committee. 

· Governments as model users: identify ways in which the use of electronic commerce by governments stimulates its use by private individuals. 

· Implications for small economies: define mechanisms of technical assistance that favor the development of electronic commerce in the smaller economies. 

· Protection of privacy: study the different approaches of the FTAA countries to protection of privacy and personal data. 

· Consumer protection: study the different approaches of the FTAA countries to consumer protection, and recommend cooperation options in the area. 

· Authentication and electronic signatures: study the different approaches of the FTAA countries in the area of authentication and electronic signatures.

